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10 CFR Ch. I (1–1–16 Edition) § 73.40 

in the licensee’s access authorization 
program documents, is retained. 

(i) If the shared information used for 
determining individual’s trust-
worthiness and reliability changes or 
new or additional information is devel-
oped about the individual, the licensees 
that acquire this information shall cor-
rect or augment the data and ensure it 
is shared with licensees subject to this 
section. If the changed, additional or 
developed information has implications 
for adversely affecting an individual’s 
trustworthiness and reliability, licens-
ees who discovered or obtained the 
new, additional or changed informa-
tion, shall, on the day of discovery, in-
form the reviewing official of any li-
censee access authorization program 
under which the individual is main-
taining his or her unescorted access or 
access authorization status of the up-
dated information. 

(ii) The reviewing official shall evalu-
ate the shared information and take 
appropriate actions, which may include 
denial or unfavorable termination of 
the individual’s unescorted access or 
access authorization. If the notifica-
tion of change or updated information 
cannot be made through usual meth-
ods, licensees shall take manual ac-
tions to ensure that the information is 
shared as soon as reasonably possible. 
Records maintained in any database(s) 
must be available for the NRC review. 

(5) If a licensee administratively 
withdraws an individual’s unescorted 
access or access authorization status 
caused by a delay in completing any 
portion of the background investiga-
tion or for a licensee initiated evalua-
tion, or re-evaluation that is not under 
the individual’s control, the licensee 
shall record this administrative action 
to withdraw the individual’s 
unescorted access or unescorted access 
authorization and shall share this in-
formation with other licensees subject 
to this section. However, licensees 
shall not document this administrative 
withdrawal as denial or unfavorable 
termination and shall not respond to a 
suitable inquiry conducted under the 
provisions of 10 CFR part 26, a back-
ground investigation conducted under 
the provisions of this section, or any 
other inquiry or investigation as denial 
nor unfavorable termination. Upon fa-

vorable completion of the background 
investigation element that caused the 
administrative withdrawal, the li-
censee shall immediately ensure that 
any matter that could link the indi-
vidual to the administrative action is 
eliminated from the subject individ-
ual’s access authorization or personnel 
record and other records, except if a re-
view of the information obtained or de-
veloped causes the reviewing official to 
unfavorably terminate or deny the in-
dividual’s unescorted access. 

[78 FR 29553, May 20, 2013] 

PHYSICAL PROTECTION REQUIREMENTS 
AT FIXED SITES 

§ 73.40 Physical protection: General re-
quirements at fixed sites. 

Each licensee shall provide physical 
protection at a fixed site, or contig-
uous sites where licensed activities are 
conducted, against radiological sabo-
tage, or against theft of special nuclear 
material, or against both, in accord-
ance with the applicable sections of 
this Part for each specific class of fa-
cility or material license. If applicable, 
the licensee shall establish and main-
tain physical security in accordance 
with security plans approved by the 
Nuclear Regulatory Commission. 

[58 FR 13700, Mar. 15, 1993] 

§ 73.45 Performance capabilities for 
fixed site physical protection sys-
tems. 

(a) To meet the general performance 
requirements of § 73.20 a fixed site phys-
ical protection system shall include 
the performance capabilities described 
in paragraphs (b) through (g) of this 
section unless otherwise authorized by 
the Commission. 

(b) Prevent unauthorized access of 
persons, vehicles and materials into 
material access areas and vital areas. 
To achieve this capability the physical 
protection system shall: 

(1) Detect attempts to gain unauthor-
ized access or introduce unauthorized 
material across material access or 
vital area boundaries by stealth or 
force using the following subsystems 
and subfunctions: 

(i) Barriers to channel persons and 
material to material access and vital 
area entry control points and to delay 
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